<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
</tr>
</thead>
<tbody>
<tr>
<td>09:00 -</td>
<td>Registration</td>
</tr>
<tr>
<td>10:15 - 11:30</td>
<td>Welcome and Moderation Norbert Pohlmann, Chairman/Director, TeleTrusT/if(is), Germany</td>
</tr>
<tr>
<td>10:15 - 11:30</td>
<td>Opening Keynotes</td>
</tr>
<tr>
<td></td>
<td>Giovanni Buttarelli, The European Data Protection Supervisor, Belgium</td>
</tr>
<tr>
<td></td>
<td>&quot;Engaging Small Companies in Cyber Security&quot;</td>
</tr>
<tr>
<td></td>
<td>Emma Philpott, CEO, The IASME Consortium Ltd, UK</td>
</tr>
<tr>
<td>11:30 - 12:00</td>
<td>Coffee Break</td>
</tr>
<tr>
<td>12:00 - 12:30</td>
<td>Opening Sponsor Keynote, Moderation: David Goodman, Executive Director, EEMA, UK</td>
</tr>
<tr>
<td>12:30 - 13:30</td>
<td>Opening Panel, Moderation: Malte Kahrs, CEO, MTRIX, Germany</td>
</tr>
<tr>
<td></td>
<td>Future Ecosystems for Secure Authentication and Identification: FIDO, TPM and more</td>
</tr>
<tr>
<td></td>
<td>John Haggard, CBO, Yubico, USA</td>
</tr>
<tr>
<td></td>
<td>Kim Nguyen, Managing Director, D-Trust, Germany</td>
</tr>
<tr>
<td></td>
<td>N.N., Google, USA</td>
</tr>
<tr>
<td></td>
<td>N.N., Microsoft, USA</td>
</tr>
<tr>
<td></td>
<td>N.N., FIDO Alliance, USA</td>
</tr>
<tr>
<td>13:30 - 14:30</td>
<td>Lunch</td>
</tr>
<tr>
<td>14:30 - 16:00</td>
<td>On location-determined cloud management for legally compliant outsourcing</td>
</tr>
<tr>
<td></td>
<td>Hermann de Meer, Professor, chair of Computer Networks and Computer Communications, University of Passau, Germany</td>
</tr>
<tr>
<td>14:30 - 16:00</td>
<td>Cloud Security</td>
</tr>
<tr>
<td></td>
<td>Erik R. Van Zuuren, TrustCore.EU, Board Member / Vice-Chairman, EEMA, Belgium</td>
</tr>
<tr>
<td>14:30 - 16:00</td>
<td>Industrial Security</td>
</tr>
<tr>
<td></td>
<td>Industry 4.0 - Challenges in anti-counterfeiting</td>
</tr>
<tr>
<td></td>
<td>Christoph Thiel, Professor, FH Bielefeld - University of Applied Sciences, Germany; Christian Thiel, Professor, Institute for Information and Process Management at the University of Applied Sciences in St. Gallen, Switzerland</td>
</tr>
<tr>
<td>14:30 - 16:00</td>
<td>Encrypted Communication</td>
</tr>
<tr>
<td></td>
<td>The Public Key Muddle - how to manage transparent end-to-end encryption in organizations</td>
</tr>
<tr>
<td></td>
<td>Gunnar Jacobson, CEO, Secardeo GmbH, Germany</td>
</tr>
<tr>
<td>14:30 - 16:00</td>
<td>Secure Partitioning of application logic in a trustworthy cloud (SPLITCloud)</td>
</tr>
<tr>
<td></td>
<td>Michael Gröne, Senior Project Manager and Consultant, Sirrix AG security technologies, Germany</td>
</tr>
<tr>
<td>16:00 -</td>
<td>Coffee Break</td>
</tr>
<tr>
<td>16:00 - 16:30</td>
<td>Monitoring Critical Infrastructure Traffic on Fresh Networks</td>
</tr>
<tr>
<td></td>
<td>Nathan Bates, Lead Security Engineer, Adobe Systems, Inc., USA</td>
</tr>
<tr>
<td>16:00 - 16:30</td>
<td>Securing enterprise communication on both sides of the firewall with state-of-the-art end-to-end encryption</td>
</tr>
<tr>
<td></td>
<td>Burkhard Wiegel, CEO, Zertificon Solutions GmbH, Germany</td>
</tr>
<tr>
<td>Time</td>
<td>Session</td>
</tr>
<tr>
<td>----------</td>
<td>--------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>16:30–18:00</td>
<td>Summary and conclusions of the IAS² study to support the implementation of a pan-European framework on electronic identification &amp; trust services for electronic transactions in the EU internal market</td>
</tr>
<tr>
<td></td>
<td>Making sense of future cybersecurity technologies: using ontologies for multidisciplinary domain analysis</td>
</tr>
<tr>
<td></td>
<td>Identity use cases and conundrums in an IoT world</td>
</tr>
<tr>
<td>18:00–20:00</td>
<td>Drinks Reception with</td>
</tr>
<tr>
<td>18:30</td>
<td>Dinner Speech: Building Security, Protection and Trust within Society and the Economy</td>
</tr>
</tbody>
</table>

### Day 2 (November 11)

<table>
<thead>
<tr>
<th>Time</th>
<th>Session</th>
<th>Speaker/Details</th>
</tr>
</thead>
<tbody>
<tr>
<td>10:00–11:00</td>
<td>Opening Panel, Moderation: Achim Klabunde, Head of Sector IT Policy, European Data Protection Supervisor (EDPS), Belgium</td>
<td>Approaches to engineering privacy into the Internet: The Internet Privacy Engineering Network (iPEN) and other initiatives. Jaap-Henk Hoepman, Scientific Director Privacy &amp; Identity Lab, Radboud University Nijmegen, The Netherlands N.N.</td>
</tr>
<tr>
<td>11:00 – 11:30</td>
<td>Vendor Session</td>
<td>For more information on how your organisation can take advantage of this slot please contact: Deborah Puxty, Event Manager, Revolution Events Tel: +44 1892 820936 Email: <a href="mailto:deborah.puxty@eema.org">deborah.puxty@eema.org</a></td>
</tr>
<tr>
<td>11:30 – 12:00</td>
<td>Coffee Break</td>
<td></td>
</tr>
<tr>
<td>Time</td>
<td>Session</td>
<td>Speaker</td>
</tr>
<tr>
<td>--------------</td>
<td>---------------------------------------------------------------------------------------------</td>
<td>---------------------------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>12:00 – 12:30</td>
<td>Comparative study of Trust Models</td>
<td>Marc Sel, Director, PricewaterhouseCoopers, Belgium</td>
</tr>
<tr>
<td></td>
<td>A reference model for a trusted service guaranteeing web-content</td>
<td>Mihai Togan, Security software architect, certSIGN, Romania</td>
</tr>
<tr>
<td></td>
<td>Securing Security with DANE</td>
<td>Patrick Ben Koetter, CEO, sys4 AG, Germany; Carsten Strommann, DNS/DNSSEC Consultant, sys4 AG,</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Maarten Truyens, Legal researcher, University of Antwerp, Belgium</td>
</tr>
<tr>
<td></td>
<td></td>
<td>Immo Wehrenberg, Manager Research &amp; Development, ENX Association, Germany</td>
</tr>
<tr>
<td>13:30 – 14:30</td>
<td>Lunch</td>
<td></td>
</tr>
<tr>
<td>14:30 – 15:15</td>
<td>TeleTrusT Award Presentation</td>
<td>Sponsor Keynote, Moderation: David Goodman, Executive Director, EEMA, UK</td>
</tr>
<tr>
<td></td>
<td>Authentication</td>
<td>Arno Fiedler, CEO, Nimbus Technology Consulting, Germany</td>
</tr>
<tr>
<td></td>
<td>CISO inside, Management of Privacy and Data Protection?</td>
<td>Walter Fumy, Chief Scientist, Bundesdruckerei, Germany</td>
</tr>
<tr>
<td>15:15 – 16:15</td>
<td>Architectural Elements of a Multidimensional Authentication</td>
<td>Libor Neumann, ADUCID Senior Consultant, ANECT a.s., Czech Republic</td>
</tr>
<tr>
<td></td>
<td>Security Awareness Do It Your Self workshop - How to create an in house campaign with no budget</td>
<td>Klaus Schimmer and Julia Langlouis, Directors Global Security Awareness, Training &amp; Communication, SAP SE, Germany</td>
</tr>
<tr>
<td></td>
<td>Addressing threats to real-world identity management systems</td>
<td>Chris Mitchell, Professor of Computer Science, Royal Holloway, University of London, UK</td>
</tr>
<tr>
<td></td>
<td>Bring Your Own Device For Authentication (BYOD4A)</td>
<td>Markus Hertlein, Software-Engineer, Institute for Internet-Security, Germany; Pascal Manaras, Software-Engineer, Institute for Internet-Security, Germany</td>
</tr>
<tr>
<td></td>
<td>Security Awareness Do It Your Self workshop - How to create an in house campaign with no budget</td>
<td>Klaus Schimmer and Julia Langlouis, Directors Global Security Awareness, Training &amp; Communication, SAP SE, Germany</td>
</tr>
<tr>
<td></td>
<td>Biometric recognition in Smart Borders</td>
<td>Ciarán Carolan, Research and Development Officer, eu-LISA, Estonia</td>
</tr>
<tr>
<td>16:15 – 16:45</td>
<td>Coffee Break</td>
<td></td>
</tr>
<tr>
<td>16:45 – 17:15</td>
<td>Closing Plenary</td>
<td>Bart Preneel, Professor, KU Leuven, Belgium</td>
</tr>
</tbody>
</table>